
Cybersecurity Officer

Vivino is looking for a Security Officer to lead our cybersecurity efforts, further including
defining and implementing security policies that align with our company values of
community, trust, and responsibility.

Responsible for internal/external cybersecurity together with security and privacy
compliance
As Security Officer, you will have overall responsibility for cybersecurity, internally and
externally, and security and potentially privacy compliance. In doing so, you will work
together with the CTO, DevOps, internal IT, and other stakeholders to define and
implement security policies that align with our company values. Thus, you will be
working out of our Copenhagen office and reporting to the CTO.
In addition to the above, your key responsibilities will include to:

Conduct risk assessments and define security and privacy policies across the

organization

●

Coordinate with Engineering on security implementations and tools●

Oversee security incident response planning and investigation of breaches●

Schedule and help conduct periodic cyber and data security audits●

Work with outside consultants as appropriate for independent security audits●

Review infrastructure and IT security and identify areas for improvement●

Help develop and educate employees on our security policies, procedures and

standards

●

Advice management on cybersecurity issues, policies and practices●

You are a curious, passionate, and communicative person with a strong analytical
mindset
In this role, we are looking for someone who is genuinely passionate about
cybersecurity and stays updated within the field. In addition, you know how to treat
security as a cost/benefit tradeoff (for various definitions of costs and benefits), and
take security seriously while having a pragmatic view of it rather than blindly following
frameworks, standards or procedures.
Furthermore, we hope to see that you have and can demonstrate:

BS level education or higher●

5+ years of relevant experience from a similar role, with broad knowledge of

technology and cybersecurity

●

Knowledge and experience with privacy and security compliance●

Knowledge of different security frameworks (NIST, CSF, ISO27001)●

Strong grasp of cryptography and public authentication protocols (Oauth 2.0 etc)●

Experience with penetration testing and ethical hacking●

Ability to read, write, and speak English fluently●

Strong communication skills and an eagerness to learn●

You are not an asshole●

ABOUT VIVINO
Who are we?
TRUSTED BY MILLIONS TO DISCOVER AND BUY THE RIGHT WINE EVERY TIME
Vivino is the world's largest online wine marketplace and most downloaded wine app,
powered by a community of millions. Vivino's unique wine shopping experience
leverages community data to suggest personalized wine recommendations for each
individual user. In addition to making wine discovery fun and effortless, Vivino is the
best place for wine drinkers to buy wine. The Vivino app is available for download on
Android and Apple devices.

We are a fast-paced, growing team with offices in San Francisco, California, and
Copenhagen, Denmark. We also have teams worldwide in the UK, Netherlands, Italy,
Spain, Germany, France, Ireland, Australia, Shanghai, and Hong Kong.

Job Title:
Cybersecurity Officer

Application Deadline:
As soon as possible

Company:
Vivino

City:
Copenhagen

Country:
Denmark

Contact person:
Brian Ranvits or Søren
Rosenkrantz

Phone number:
+45 2048 0548 or +45
2893 7977
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Our team is passionate about our core purpose - to empower people everywhere to
enjoy wine to the fullest. We do that every day by building technology and leveraging
data that puts the power back in the hands of the consumer. We do not see wine as a
commodity but as an offering of a cultural experience that was once out of reach for
many but is now open to everyone.

Our five core values are:

Always Strive for Better●

Work Together●

Earn and Offer Trust●

Be Approachable●

Lead with Data●

Commitment to diversity and inclusion
Vivino is an equal opportunity employer and prohibits unlawful discrimination based on
race, color, religion, gender, sexual orientation, gender identity or expression, national
origin or ancestry, age, disability, marital status, and veteran status any other
characteristic protected by applicable law.

Contact and application
In this recruitment process we are assisted by European Search Company. For
additional information about the position please contact Søren Rosenkrantz on +45
2893 7977.

Please note that applications are handled on an ongoing basis. So, please send your
application and CV as soon as possible using the application button on this page.
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